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Palo Alto Networks Protection 
for Microsoft Azure 

Why Insight for Microsoft Azure?
At Insight, we define, architect, implement and manage Insight Intelligent Technology 

Solutions™ that help your organization run smarter. Our strong supply chain optimization and 

workplace solutions combined with our data center transformation expertise and modernized 

applications keep business running, foster flexible work environments and put you at the 

forefront of innovation.  

 • Microsoft® Gold Partner with 13 Gold competencies 

 • Azure Partner Advisory Council (AZ PAC) member 

 • Product, licensing and cloud enablement specialists 

 • Microsoft Azure® Circle Partner 

 • Dedicated team of Azure technical solution advisors 

 
Strengthen your defenses as you adopt the public cloud.  
Microsoft Azure migration initiatives are rapidly transforming data centers into hybrid clouds, 

yet the risks of data loss and business disruption jeopardize adoption. There is now a need for 

innovative and comprehensive security for your applications and data deployed on Azure. 

Palo Alto Networks® VM-Series provides virtualized next-generation firewalls to help you 

radically improve visibility into your applications, segment your workloads, prevent advanced 

threats and scale based on changing traffic patterns — so you can accelerate your move to the 

public cloud, safely. 

 
Optimized for Azure  
The VM-Series on Azure enables you to securely extend your applications built on the 

Microsoft stack (Windows Server®, SQL Server®, .NET Framework) into the public cloud. It’s fully 

optimized for Microsoft Azure to ensure flexible, scalable protection of your operating systems, 

applications and data without slowing you down. This powerful solution streamlines and 

automates cloud security, and delivers flexible, proven solutions for Azure, including:

 • Protection and segmentation of cloud workloads 

 • Continuous monitoring of security and compliance 

 • Adoption of advanced host-based protection



See, understand and reduce your threat exposure.
The VM-Series protects your private and public cloud deployments by enabling applications and preventing threats. Traffic is classified 

based on the application, not the port, giving you full visibility into your threat exposure. This allows you to reduce your threat footprint 

with application-based policies as well as prevent threats and data exfiltration.

Get superior protection with advanced capabilities:

 • Protect mission-critical applications and data. 

 • Block lateral movement of cyberthreats. 

 • Automate security so it keeps pace with your business. 

 • Get alerts when unplanned or suspicious changes are made to systems. 

 • Stop SQL and application attacks. 

 • Gain visibility and control of elastic workloads with application control.
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